Almost 10 million Americans were victims of identity theft in 2003, according to the Federal Trade Commission. As the caregiver to an older relative, it is important to know what type of scams target your relative and how to stop them from happening.

UF Family, Youth and Community Sciences professor Mary Harrison says many older people are targeted for scams because they are easily accessible by phone and by direct contact, tend to be isolated at home, and may find it hard to say no.

Common scams include home repair cons; sweepstakes, contests, and “free” prizes; telemarketing and investment frauds; quick fixes for health problems; as well as counterfeit charities. Be alert to the type of phone calls, mail and e-mail your relative is receiving and have your relative contact their local Better Business Bureau before giving money to any organization.

Identify theft is also a popular scam against the elderly. Help your relative protect their credit card and bank account numbers by properly disposing of bills and receipts. Advise them to never give out this type of information over the phone or through e-mail conversations.

Many times scam artists try to play on the emotions of the elderly, Harrison says. Sitting down to discuss these types of scams with your relative can keep them from becoming a victim.
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To listen to the radio broadcast:

http://www.radiosource.net/radio_stories/elderlyscams.mp3
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